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the specific information in the context 
of a particular case would constitute an 
unwarranted invasion of personal 
privacy. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

FEMA stores records in this system 
electronically or on paper in secure 
facilities in a locked drawer behind a 
locked door. The records are stored on 
magnetic disc, tape, and digital media. 

RETRIEVABILITY: 

FEMA retrieves records by case/
incident number, name, address, and/or 
date. 

SAFEGUARDS: 

FEMA safeguareds records in this 
system in accordance with applicable 
rules and policies, including all 
applicable DHS automated systems 
security and access policies. FEMA 
imposes strict controls to minimize the 
risk of compromising the information 
that is being stored. FEMA limits access 
to the computer system containing the 
records to those individuals who have a 
need to know the information for the 
performance of their official duties and 
who have appropriate clearances or 
permissions. 

RETENTION AND DISPOSAL: 

Pursuant to National Archives and 
Records Administration (NARA) 
Schedule Number N1–311–99–6, Items 
1, 2, and 3, files containing information 
or allegations that are of an investigative 
nature but do not relate to a specific 
investigation are destroyed when five 
years old. Investigative case files that 
involve allegations made against senior 
agency officials, attract significant 
attention in the media, attract 
congressional attention, result in 
substantive changes in agency policies 
and procedures, or are cited in the 
Office of the Investigator General (OIG)’s 
periodic reports to Congress are cut off 
when the case is closed, retired to the 
Federal Records Center (FRC) five years 
after cutoff, and then transferred to 
NARA 20 years after cutoff. All other 
investigative case files are placed in 
inactive files when case is closed, cut 
off at the end of fiscal year, and 
destroyed 10 years after cutoff, except 
those that are unusually significant for 
documenting major violations of 
criminal law or ethical standards by 
agency officials or others. 

SYSTEM MANAGER AND ADDRESS: 
Office of the Chief Security Officer, 

Fraud and Investigation Unit, 1201 
Maryland Avenue SW, Washington, DC 
20024. 

NOTIFICATION PROCEDURE: 
The Secretary of Homeland Security 

has exempted this system from the 
notification, access, and amendment 
procedures of the Privacy Act because it 
is a law enforcement system. However, 
DHS/FEMA will consider individual 
requests to determine whether or not 
information may be released. Thus, 
individuals seeking notification of and 
access to any record contained in this 
system of records, or seeking to contest 
its content, may submit a request in 
writing to the Chief of the FEMA 
Disclosure Branch whose contact 
information can be found at http://
www.dhs.gov/foia under ‘‘contacts.’’ If 
an individual believes more than one 
component maintains Privacy Act 
records concerning him or her, the 
individual may submit the request to 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
Department of Homeland Security, 245 
Murray Drive SW., Building 410, STOP– 
0655, Washington, DC 20528. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR Part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
http://www.dhs.gov/foia or 1–866–431– 
0486. In addition you should: 

• Explain why you believe the 
Department would have information on 
you; 

• Identify which component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records. 

If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without this bulleted information the 
component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURES: 
See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 
See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 
Records are obtained from individuals 

who report suspicious activities, 
individuals reported as being involved 
in suspicious activities, and individuals 
charged with the analysis and 
appropriate handling of suspicious 
activity reports, commercially available 
systems, and also from other federal, 
state, and local law enforcement 
agencies. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
The Secretary of Homeland Security 

has exempted this system from the 
following provisions of the Privacy Act, 
subject to the limitation set forth in 5 
U.S.C. 552a(c)(3); (d); (e)(1), (e)(4)(G), 
(e)(4)(H), (e)(4)(I); and (f) pursuant to 5 
U.S.C. 552a (k)(2). 

Dated: June 24, 2014. 
Karen L. Neuman, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2014–16112 Filed 7–10–14; 8:45 am] 

BILLING CODE 9110–17–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[Docket No. USCG–2014–0543] 

Great Lakes Pilotage Advisory 
Committee; Notice of a Meeting 

AGENCY: Coast Guard, DHS. 
ACTION: Committee Management; Notice 
of Federal Advisory Committee Meeting; 
Correction 

SUMMARY: The Coast Guard published a 
meeting notice for the Great Lakes 
Pilotage Advisory Committee in the 
Federal Register of July 7, 2014. The 
notice contained incorrect information 
under ADDRESSES and SUPPLEMENTARY 
INFORMATION—Agenda. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Michelle Birchfield, telephone 202– 
372–1537, fax 202–372–8387, or email 
at Michelle.R.Birchfield@uscg.mil. 

Correction 
In the Federal Register of July 7, 

2014, in FR Doc. 2014–15790, on page 
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38324, in the first column, fourth line, 
correct the reference to ‘‘[USCG–2014– 
9110]’’ to read ‘‘[USCG–2014–0543]; and 
on the same page, in the second column, 
ninth line from the bottom, correct 
‘‘raining’’ to read ‘‘training.’’ 

Dated: July 8, 2014. 
Katia Cervoni, 
Chief, Office of Regulations and 
Administrative Law. U. S. Coast Guard. 
[FR Doc. 2014–16262 Filed 7–10–14; 8:45 am] 

BILLING CODE 9110–04–P 

DEPARTMENT OF HOMELAND 
SECURITY 

U.S. Customs and Border Protection 

[1651–0078] 

Agency Information Collection 
Activities: Automated Clearinghouse 

AGENCY: U.S. Customs and Border 
Protection, Department of Homeland 
Security. 
ACTION: 30-day notice and request for 
comments; extension of an existing 
collection of information. 

SUMMARY: U.S. Customs and Border 
Protection (CBP) of the Department of 
Homeland Security will be submitting 
the following information collection 
request to the Office of Management and 
Budget (OMB) for review and approval 
in accordance with the Paperwork 
Reduction Act: Automated 
Clearinghouse. This is a proposed 
extension of an information collection 
that was previously approved. CBP is 
proposing that this information 
collection be extended with no change 
to the burden hours or to the 
information collected. This document is 
published to obtain comments from the 
public and affected agencies. 
DATES: Written comments should be 
received on or before August 11, 2014 
to be assured of consideration. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
this proposed information collection to 
the Office of Information and Regulatory 
Affairs, Office of Management and 
Budget. Comments should be addressed 
to the OMB Desk Officer for Customs 
and Border Protection, Department of 
Homeland Security, and sent via 
electronic mail to oira_submission@
omb.eop.gov or faxed to (202) 395–5806. 
FOR FURTHER INFORMATION CONTACT: 
Requests for additional information 
should be directed to Tracey Denning, 
U.S. Customs and Border Protection, 
Regulations and Rulings, Office of 
International Trade, 90 K Street NE., 

10th Floor, Washington, DC 20229– 
1177, at 202–325–0265. 
SUPPLEMENTARY INFORMATION: This 
proposed information collection was 
previously published in the Federal 
Register (79 FR 26445) on May 8, 2014, 
allowing for a 60-day comment period. 
This notice allows for an additional 30 
days for public comments. This process 
is conducted in accordance with 5 CFR 
1320.10. CBP invites the general public 
and other Federal agencies to comment 
on proposed and/or continuing 
information collections pursuant to the 
Paperwork Reduction Act of 1995 (Pub. 
L. 104–13; 44 U.S.C. 3507). The 
comments should address: (a) Whether 
the collection of information is 
necessary for the proper performance of 
the functions of the agency, including 
whether the information shall have 
practical utility; (b) the accuracy of the 
agency’s estimates of the burden of the 
collection of information; (c) ways to 
enhance the quality, utility, and clarity 
of the information to be collected; (d) 
ways to minimize the burden, including 
the use of automated collection 
techniques or the use of other forms of 
information technology; and (e) the 
annual costs to respondents or record 
keepers from the collection of 
information (total capital/startup costs 
and operations and maintenance costs). 
The comments that are submitted will 
be summarized and included in the CBP 
request for OMB approval. All 
comments will become a matter of 
public record. In this document, CBP is 
soliciting comments concerning the 
following information collection: 

Title: Automated Clearinghouse. 
OMB Number: 1651–0078. 
Form Number: CBP Form 400. 
Abstract: The Automated 

Clearinghouse (ACH) allows 
participants in the Automated Broker 
Interface (ABI) to transmit daily 
statements, deferred tax, and bill 
payments electronically through a 
financial institution directly to a CBP 
account. ACH debit allows the payer to 
exercise more control over the payment 
process. In order to participate in ACH 
debit, companies must complete CBP 
Form 400, ACH Application. 
Participants also use this form to notify 
CBP of changes to bank information or 
contact information. The ACH 
procedure is authorized by 19 U.S.C. 
1202, and provided for by 19 CFR 24.25. 
CBP Form 400 is accessible at http://
www.cbp.gov/sites/default/files/
documents/CBP%20Form%20400.pdf 

Current Actions: CBP proposes to 
extend the expiration date of this 
information collection with no change 
to the burden hours or to the 
information collected. 

Type of Review: Extension (without 
change). 

Affected Public: Businesses. 
Estimated Number of Respondents: 

1,443. 
Estimated Number of Annual 

Responses per Respondent: 2. 
Estimated Number of Total Annual 

Responses: 2,886. 
Estimated Time per Response: 5 

minutes. 
Estimated Total Annual Burden 

Hours: 240. 
Dated: July 7, 2014. 

Tracey Denning, 
Agency Clearance Officer, U.S. Customs and 
Border Protection. 
[FR Doc. 2014–16181 Filed 7–10–14; 8:45 am] 

BILLING CODE 9111–14–P 

DEPARTMENT OF HOMELAND 
SECURITY 

U.S. Customs and Border Protection 

[1651–0027] 

Agency Information Collection 
Activities: Record of Vessel Foreign 
Repair or Equipment Purchase 

AGENCY: U.S. Customs and Border 
Protection, Department of Homeland 
Security. 
ACTION: 30-day notice and request for 
comments; extension of an existing 
collection of information. 

SUMMARY: U.S. Customs and Border 
Protection (CBP) of the Department of 
Homeland Security will be submitting 
the following information collection 
request to the Office of Management and 
Budget (OMB) for review and approval 
in accordance with the Paperwork 
Reduction Act: Record of Vessel Foreign 
Repair or Equipment Purchase (CBP 
Form 226). This is a proposed extension 
of an information collection that was 
previously approved. CBP is proposing 
that this information collection be 
extended with no change to the burden 
hours or to the information collected. 
This document is published to obtain 
comments from the public and affected 
agencies. 
DATES: Written comments should be 
received on or before August 11, 2014 
to be assured of consideration. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
this proposed information collection to 
the Office of Information and Regulatory 
Affairs, Office of Management and 
Budget. Comments should be addressed 
to the OMB Desk Officer for Customs 
and Border Protection, Department of 
Homeland Security, and sent via 
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